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Abstract The ability to discover services offered in MANETs (Mobile Ad-Hoc Networks)
is a major prerequisite for effective usability of MANETs. GSD (Group-based Service Dis-
covery) protocol is a typical service discovery protocol for MANETs. However, its packet
overhead is high due to its much redundant packet transmissions. Some previous works
improve GSD at the expense of slightly larger cache size and packet size. However, the added
information can be used to improve protocol performance further. In this paper, FNMGSDP
(Forward Node Minimization enhanced Group-based Service Discovery Protocol) is pro-
posed to minimize the number of next hop nodes when forwarding request packets by exhaus-
tively utilize the information in Service Information Cache. Simulation results confirm the
superiority of FNMGSDP over GSD and its two enhanced versions.

Keywords Service discovery protocol · MANET · NP-complete

1 Introduction

MANETs (Mobile Ad-Hoc networks) [1] are temporary infrastructure-less multi-hop
wireless networks that consist of many autonomous wireless mobile nodes, and service
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discovery is a major building block of MANETs where flexibility and minimum user
intervention are essential. SDP (Service Discovery Protocol) enables mobile nodes to adver-
tise their own capabilities to the rest of the network and to automatically locate services with
requested attributes. In the context of service discovery, service is any hardware or software
feature that can be utilized or benefited by any node. Service description is the information
that describes a service’s characteristics, such as service type, attributes, access method, etc. A
server is a node that provides some services. A client is a node that requests services provided
by other nodes. When needing a service, a client sends out a service request packet which will
be forwarded by others. When receiving a service request packet, every node with matched
services should respond with a service reply packet, which will be forwarded reversely to the
source of the corresponding service request packet. Other nodes without matched services
should forward the service request packet. All these corresponding packet transmissions,
including service request packets and service reply packets, form a SDP session.

Some service discovery protocols used in one-hop wireless networks have been proposed
in [2,3]. However, they are not suitable for MANETs where multi-hop is essential.

Along with the development of MANETs, a number of service discovery protocols have
been proposed. Some of them [4,5] are adapted from service discovery protocols for wired
networks. Some others are designed specially for MANETs, such as [6–20]. For a detailed
review of service discovery protocols for MANETs, please refer to Reference [21].

Among existing protocols, GSD [8,9] (Group-based Service Discovery protocol) is char-
acterized by its two interesting mechanisms: (1) peer-to-peer caching of service advertisement
packets and (2) group-based intelligent forwarding of service request packets. But GSD is
not very efficient. Hence, several enhanced version of GSD have been proposed, such as
PCPGSD (PFCN, CRN and PRN enhanced GSD protocol) [10] and CNPGSDP [11]. These
works improve the efficiency of request packet forwarding greatly at the expense of a little
additional information in cache. However, they can be improved further by utilizing the
cached information exhaustively.

Hence, in this paper, FNMGSDP (Forward Node Minimization enhanced Group-based
Service Discovery Protocol) is proposed to minimize the number of next hop nodes when
forwarding request packets by making full use of the information in SIC (Service Information
Cache).

The rest of the paper is organized as follows. Section 2 gives a brief review to GSD as
well as its successors, PCPGSD and CNPGSDP. Section 3 describes how the number of next
hop nodes when forwarding request packets is minimized in FNMGSDP with the help of
nodes’ local cache. Section 4 performs comparative simulation studies between FNMGSDP
and other protocols including GSD, PCPGSD, and CNPGSDP. Section 5 concludes the
paper.

2 Overview of GSD Related Protocols

2.1 GSD

GSD (Group-based Service Discovery protocol) was first introduced in [8], and then it was
described in detail in [9]. GSD has three basic operations: (1) service advertisement packet
spreading; (2) service request packet forwarding; and (3) service reply packet routing. To
improve the efficiency of the three operations, GSD introduces two interesting mechanisms:
(1) peer-to-peer caching of service advertisement packets; (2) group-based intelligent for-
warding of service request packets.
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Fig. 1 Example of service request packet forwarding process in GSD

According to peer-to-peer caching of service advertisement packets, a server should
generate service advertisement packets periodically, which contain the descriptions of the
services provided by the server. Service advertisement packets are cached and forwarded fur-
ther by receivers. The cache is called as SIC (Service Information Cache). When generating
service advertisement packets, if the information in the current node’s cache indicates that
there are some servers in its vicinity, the group information of the services provided by these
servers should also be included in the service advertisement packet. The maximum number
of hops that advertisement packets can travel, denoted as b, is restricted by a user-definable
parameter.

According to group-based intelligent forwarding of request packets, when an unmatched
request packet should be forwarded further, the node will try to select some nodes basing on
cached information. The selected nodes should have some neighbors that provide services
belonging to the same group as the requested service. Such nodes are called as candidate
nodes in the following text.

If the node that receives a new request packet finds matched services, it unicasts a service
reply packet to the sender of the service request packet. The service reply packet will be
relayed to the client of the corresponding SDP session along the reverse path.

Figure 1 shows an example of how service request packet is forwarded in GSD. In this
figure, hop limits of service advertisement packets and service request packets are both set
to 2; circles represent mobile nodes. The string in a circle indicates the identity of the node
and the services it provides. For example, in Fig. 1, string “A, a_1” indicates that the node
is A and it provides a service “a_1”, which belongs to service group “a”. A double-headed
arrow line between two nodes indicates that these two nodes can communicate with each
other directly. The white table adjacent to a node represents its SIC (not all fields are shown).
For example, the 3rd item in node A’s SIC, {H, b_4, (a, b)}, indicates that: (1) this entry
corresponds to node H ; (2) node H provides service “b_4”; and (3) some nodes in H ’s
2-hop neighbor set provide group “a” services and some other nodes provide group “b”
services. Arcs around a node indicate the transmission of a service request packet. The grey
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table over the arcs represents the content of the packet being transmitted (not all fields are
shown). For example, the grey table between nodes A and B, {A, a_3, B, 1}, indicates that:
(1) the client that initiates the SDP session is node A; (2) the requested service is “a_3”;
(3) the destination of the request packet is node B; and (4) the request packet can still
travel 1 hop.

When node A needs a service “a_3”, which belongs to group “a”, and there is no matched
service in its SIC, node A has to select some nodes based on its SIC. Node A knows that the
nodes B, C, H, K , and N have seen some services of group “a”. Hence, five unicast request
packets are sent to them, respectively. When receiving the packet, these nodes will forward
the service request packet further if no match is found. For example, node B finds that: (1) no
local matched services, i.e., neither services provided by node B nor services cached in SIC
matches the request; and (2) the number of hops that the packet can still travel is larger than
0. Thus, node B will forward the packet further. In its SIC, node B finds that both nodes A
and C have seen some group “a” services, but node A is not selected since that it is the sender
of the packet. Hence, only node C is selected and a request packet is forwarded towards C .
By the underlying routing protocol, the packet is sent directly to node A where it is discarded
because that it is a duplicated packet. Similarly, when receiving the request packet from node
A, node C forwards the packet towards nodes B, F , and K , respectively. Node D forwards
the packet towards nodes B, C , and H . The request is matched at node H and K . Hence,
totally 13 service request packets will be sent.

2.2 PCPGSD

Benefiting from its mechanisms, GSD achieves efficient network bandwidth usage and
increased flexibility in the service matching process [8]. However, it still has several aspects
that should be reconsidered.

Firstly, a copy of the request packet should be forwarded in unicast mode for each candi-
date node. Thus, when there are several candidate nodes, many copies of the same request
packet will be sent.

Secondly, since that the maximum number of hops that a request packet can travel is
restricted, there may be some candidate nodes that are too far to be reached by the request
packet. However, such unreachable candidate nodes are not distinguished from common can-
didate nodes in GSD. Hence, packet transmissions to these unreachable candidate nodes are
usually useless.

To overcome the problems, an enhanced version of GSD is proposed where three mech-
anisms are proposed. The three mechanisms are PFCN (Pruning of Far Candidate Nodes),
CRN (Combining of Relay Nodes), and PRN (Piggybacking of Relay Nodes). Consequently,
the new protocol is named as PCPGSD (PFCN, CRN and PRN enhanced GSD protocol) [10].
In PCPGSD, a node that precedes the current node on the path from the candidate node to
the current node is called as relay node, or forward node. In this paper, “relay node” and
“forward node” are used interchangeably.

According to PFCN, all candidate nodes that are too far to be reached by the request
packet are omitted. To determine whether a candidate is too far to be reachable, a new field
indicating the original maximum hop that the advertisement packet can travel is added to
advertisement packets.

According to CRN, for each candidate node, a relay node should be selected and the
request packet should be sent to the relay node instead of the candidate node. Obviously,
several candidate nodes may share the same relay node. Thus, in such cases, instead of
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Fig. 2 Example of service request packet forwarding process in PCPGSD

sending one request packet towards each candidate nodes, only one request packet should
be sent to the relay node. This single request packet is enough since that the relay node can
forward the request packet intelligently basing on its local topology information. By this
means, request packets are reduced further.

According to PRN, instead of sending a request packet to each relay node, a modified
request packet which has a field enclosing the list of relay nodes is sent in broadcast mode,
i.e., the list the relay nodes is piggybacked in the request packet. In this way, only one request
packet sent in broadcast mode is enough.

Figure 2 shows an example of service request packet forwarding process in PCPGSD over
the same scenario as that in Fig. 1. The new SIC field indicates the number of hops from
the current node to the corresponding server, which is obtained by subtracting remain hop
number of the packet from its original hop number stored in a field of it.

In Fig. 2 where PCPGSD is used, all request packets are sent in broadcast mode. Hence,
although nodes B, C, H, K , and N are still candidate nodes of node A, valid receivers of the
service request packet sent by node A is their corresponding relay nodes, which are nodes
B, C , and D. When node B forwards the request further, it knows that nodes C and N are
candidate nodes, but node C is a far candidate node. Hence, only node N is selected as a
valid candidate node and a request packet is forwarded to its relay node, which is node N
itself. Other nodes operate in similar way. Thus, totally 4 request packets will be sent.

2.3 CNPGSDP

CNPGSDP [11] improves PCPGSD further by reducing the number of valid candidate nodes
to be considered when dispatching request packets by using a mechanism named as CNP
(Candidate Node Pruning).

In CNPGSDP, CRN and PRN mechanisms of PCPGSD are combined and renamed as BSU
(Broadcast Simulated Unicast) because that several unicast request packets are replaced with
one request packet transmitted in broadcast mode with all unicast receivers enclosed.
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Fig. 3 Example of service request packet forwarding process in CNPGSDP

In CNPGSDP, to reduce the number of candidate nodes, candidate nodes are classified into
two categories: internal candidate nodes, and external candidate nodes. If all nodes in a can-
didate node’s d-hop vicinity that provides some services belonging to the same group as the
request service are in the current node’s d-hop vicinity, then the candidate node is an internal
candidate node. Otherwise, the candidate node is an eternal candidate node. Reference [11]
proved that all internal candidate nodes can be omitted when selecting valid candidate nodes.
Hence, in CNPGSDP, all internal candidate nodes and far candidate nodes are removed from
the candidate node set from which valid candidate nodes are selected. Hence, this scheme is
named as CNP.

Figure 3 shows an example of service request packet forwarding process when CNPGSDP
is used. Node A’s 4th SIC entry is changed to {H, D, b_4, (a(A, J), b(K)), 2}. The enhanced
field (a(A, J), b(K)) indicates that nodes A and J in H ’s 2-hop neighbor set provide some
group “a” services, and node K provides some group “b” services. In Fig. 3, when node B
is forwarding the request packet, the candidate node N will not be selected since that it is
an internal node, that is, node B’s SIC shows that services in group “a” seen by node N are
provided by node A, whose service information is already cached by node B. Since that node
B knows that the service provided by node A is “a_1”, which does not match the request,
the request will not be forwarded to node N . As a result, only 3 request packets will be sent.

However, in CNPGSDP, the appended information in SIC is not exhaustively used to
reduce request packets. For example, in Fig. 3, both node H and K are selected as valid
candidate nodes and so a request packet is broadcasted to their corresponding relay nodes D
and C . But the SIC already shows that the services of group “a” seen by both node H and K
are provided by nodes A and J . That means that both nodes H and K have already cached
the services. Hence, a request packet sent to either of them is enough to determine whether
there is a match. Considering this, FNMGSDP is proposed in this paper, which minimized
the number of forward nodes when forwarding request packets by making full use of the SIC
information.
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Fig. 4 Data structures in FNMGSDP. a structure of a service advertisement packet; b structure of a service
request packet; c structure of a service reply packet; d structure of a RRT item; e structure of a SIC item

3 FNMGSDP

Packet manipulation processes and data structures of FNMGSDP are all very similar to
those of CNPGSDP [11]. FNMGSDP enhances CNPGSDP mainly by using an optimized
algorithm to reduce valid candidate number when forwarding request packets.

3.1 Data Structures and Packet Formats in FNMGSDP

Although most data structures and packet formats in FNMGSDP are the same to those in
CNPGSDP [11], these structures are listed here for convenience.

3.1.1 Format of Service Advertisement Packet

The format of the service advertisement packet is shown in Fig. 4a. Its fields are described
as follows:

packet-type: indicates packet type, i.e., it is a service advertisement packet.
packet-id: a number increases monotonically with each service advertisement

packet generated by the node. It is used to identify different
advertisement packets from the same node.

sender-id: indicates the direct sender of the packet.
server-id: indicates the server that generates the service advertisement packet.
local-service: stores the description of the services provided by the server indicated

by server-id.
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service-group: stores the list of the service groups that the services in the
local-service field belong to.

other-group: this compound field encloses the list of service groups that
the services provided by nodes in the d-hop neighbor set of the server
belong to and these servers. Each group-item subfield contains the
group-id and the corresponding list of servers.

original-hop: indicates the number of hops the advertisement packet can travel,
which is set by the client.

remain-hop: indicates the remaining number of hops that the packet can travel.
Before forwarding the packet, the remain-hop field will be decreased
by 1. The remain-hop field is initialized to a user defined value.

life-time: indicates the time period that the information in the packet can be
cached in receivers’ SIC.

3.1.2 Format of Service Request Packet

The format of the service request packet is shown in Fig. 4b. Its fields are described as follows:

packet-type: indicates packet type.
packet-id: a number increasing monotonically with each request packet

from a client.
sender-id: indicates the direct sender of the packet.
source-id: indicates the node that generates the request packet. A pair

(source-id, packet-id) uniquely identifies a SDP session.
receiver-list: The receiver-list compound field stores the list of

receivers selected by the sender. Its receiver-number subfield
indicates the number of receivers in the list.

request-description: stores the description the requested service.
remain-hop: indicates the number of hops that the packet can still travel.

If this field is 0, the packet will be dropped.

3.1.3 Format of Service Reply Packet

The format of the service reply packet is shown in Fig. 4c. Its fields are described as follows:

packet-type: indicates packet type.
source-id: indicates the node that generates the corresponding request

packet.
packet-id: the value of the packet-id field of the corresponding request

packet
receiver-id: indicates the next-hop node of the reply packet.
replier-id: indicates the node that generates the reply packet.
service-description: stores the description of the matched services.

3.1.4 Structure of RRT

Each node maintains a RRT (Reverse Route Table), which is used in two tasks: (1) checking
duplicated request packets, and (2) routing service reply packets to the corresponding source
node. Fig. 4d shows the structure of an RRT entry. The predecessor-id field indicates the
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Fig. 5 Example of service request packet forwarding process in FNMGSDP

node from which the request packet is received. The packet-id field and the source-id field
are the same to those of a request packet.

3.1.5 Structure of SIC

SIC is used to cache service advertisement packets. Structure of SIC is shown in Fig. 4e. All
fields are the same as those of the service advertisement packet except for: (1) the neighbor-
id field indicates the node from which the service advertisement packet is received; (2) the
hop-dist field indicates the number of hops from the current node to the corresponding server
who originates the advertisement packet, which is obtained by subtracting the value of the
remain-hop field from the value of the original-hop field of the corresponding advertisement
packet.

3.2 Preliminaries of Request Packet Forwarding Algorithm in FNMGSDP

In the following text, some preliminaries of the request packet forwarding algorithm in
FNMGSDP are described with the scenario shown in Fig. 5 as an example. The exam-
ple shows the forwarding process of a SDP session searching for service “a_3” origi-
nated at node A. In Fig. 5, hop limits of service advertisement packets and service request
packets are set to 2. Meanings of the symbols in the figure are just the same to those in
Figs. 1, 2, and 3. Detailed processes of forward nodes selection performed by nodes A and
C are shown in Table 1.

3.2.1 Symbols

Table 1 lists some symbols used in the description of FNMGSDP in the following text. To
facilitate the understanding of the symbols, some examples with node C is the current node
are given in the corresponding 3rd column.
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Table 1 List of symbols

Symbol Meaning Examples

c The client that generates the current
service request

A

u The current node C

t The sender of the service request
packet received by u

A

d The maximum number of hops that
advertisement packets can travel

2

g The group that the requested service
belongs to

a

R(t) The set of nodes stored in the
receiver-list field of the service
request packet sent by node t .
These nodes should forward the
service request packet. At the
service request packet’s client
u, t = u, R(t) ={u}

C

Nx (u) The set of nodes that are at most
x-hop away from node u. It is node
u’s x-hop neighbor set (excluding
node u itself)

N2 (C) = {A, B, D, E, F, H, I, K }

e(u, s) The entry that corresponds to server s
in node u’s SIC

e(C, F) corresponds to the 3rd item
of node C’s SIC

E(u) The set of all entries in node u’s SIC E (C) = {e(C, A), e (C, B) , e (C, F) , e (C, K )}
Hc(u, s, g) The set of nodes in Nd (s) that

provide some services belonging to
group g, where node s is a server in
Nd (u). In other words, H(u, s, g)

is the set of nodes in the group-item
field in e(u, s)’s other-group field
whose group-id field is g

HC (C, F, a) = {G} HC (C, K , a) = {A, J }

S(u) The set of servers in Nd (u) S(C) ={A, B, F, K }

C(u, g) C (u, g) = {s|Hc (u, s, g) �= ∅,

s ∈ S (u)}
C(C, a) ={B, F, K }

f (u, s) The node indicated by the
neighbor-id field of the entry
corresponding to node s in u’s SIC.
It is the next-hop node on the path
from node u to s

f (C, A) = A; f (C, B) = A;
f (C, F) = E; f (C, K ) = K ;

F(u, g) F (u, g) = { f (u, s)|s ∈ C (u, g)} F(C, a) = { f (u, s)|s ∈ C(C, a)} = {A, E, K }
C f (u, f0, g) Cf (u, f0, g) = {s|s ∈ C (u, g) ,

f (u, s) = f0}
Cf (C, A, a) = {s|s ∈ C(C, a), f (C, s) = A}

= {A, B}
CR(u, g) CR (u, g) = {s|s ∈

C (u, g) , e(u, s).hop − dist >

Vremain−hop} Here Vremain−hop is
the value of the request packet’s
remain-hop field

CR(C, a) = {s|s ∈
C(C, a), e(u, s).hop−dist > 1} = {B, F}

HAL L (u, g) HALL(u, g) = ⋃

s∈C(u,g)

Hc(u, s, g) HALL(C, a) = {A, G, J }
H f (u, f0, g) Hf (u, f0, g) = ⋃

s∈Cf (u, f0,g)

Hc(u, s, g) Hf (C, A, a) = {A} Hf (C, E, a)

= {G} Hf (C, K , a) = {A, J }
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3.2.2 Definitions

Definition 1: (Candidate Node) All nodes in C(u, g) are called as Candidate Nodes of
node u.
Definition 2: (Forward Node) The node indicated by f (u, s) is called as the Forward
Node corresponding to server s relative to the current node u.
Definition 3: (Far Candidate Node) All candidate nodes in CR(u, g) are called as Far
Candidate Node.
Definition 4: (Hidden Server) Each node in Hc(u, s, g) is called as a hidden server of
server s relative to the current node u.
Definition 5: (Extended Coverage) If node c receives a request packet of a SDP session,
then each server s in Nd(c) is in the extended-coverage of the SDP session. In this case,
server s is said extendedly-covered by the SDP session, or s is extendedly-covered by
node c.
Defnition 6: (Virtual Coverage) If node u sends a request packet towards a candidate
node c, then we said that all hidden servers in Hc(u, c, g) are in the virtual-coverage of
the current node u. We can also said that servers in Hc(u, c, g) are all virtually-covered
by node u.
Definition 7: (Coverage-Needed Hidden Server) When making request packet forward-
ing decisions, not all hidden servers are necessary to be virtual covered by the current
node, because that the current node may be sure basing on locally available information
that some hidden servers are not necessary to be considered. A hidden server that should
be virtually-covered by the node u is called as a coverage-needed hidden server of a
node u.

For example, when node C making request packet forwarding decisions in Fig. 5, it knows
that as the client of the current session, node A must not know any matched services. Hence,
although node A and J are both hidden servers of node C , the hidden server A is not its
Coverage-Needed Hidden Server. The set of all Coverage-Needed Hidden Servers of node
C is {J }.

We denote the set of coverage-needed hidden servers of the current node u as HT C (u, g).
Obviously, HTC (u, g) ⊆ HALL (u, g).

From the definition of Coverage-Needed Hidden Server, so long as the current node could
guarantee that all its Coverage-Needed Hidden Servers are in the virtual coverage of the
current node, then all hidden servers of the current node are guaranteed in the current service
request session.

Defnition 8: DFNS (Dominating Forward Node Set) When forwarding request packets,
a DFNS of the current node u is a set of forward nodes guaranteeing that all hidden
servers seen by the current node u could be extendedly-covered by the current SDP
session. A DFNS of the current node u is denoted as FDF N S(u, g) in the following
text.

3.2.3 Find Minimum Dominating Forward Node Set

Each forward node will have to forward the service request packet, unless that it found
matched services or hop-limit is reached. Hence, in order to reduce request packet overhead,
the size of DFNS should be minimized. The task of finding a DFNS with minimum size is
called as DFNS problem.
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Using H to represent the set of coverage-needed hidden servers HT C (u, g), C to repre-
sent the family of sets {H f (u, f0, g)| f0 ∈ F(u, g)}, and F to represent the set of all forward
nodes F(u, g), the DFNS problem can be defined as follows:

DFNS problem: Given H, C , and F , find a dominating forward node set FDF N S(u, g) ⊆ F
with minimum size.

Since ∪ f0∈C H f (u, f0, g) = HAL L (u, g) ⊇ H and there is a 1-to-1 correspondence
between C and F , the decision version DFNS Problem can be defined formally as follows:

DFNS problem (decision version): Given a positive integer k, H = {h1, . . . , hn} , C =
{C1, . . . , Cm} , and ∪Ci ∈C Ci ⊇ H , decides whether there is subset B ⊆ C with size k such
that ∪Ci ∈BCi ⊇ H .

Theorem 1 The DFNS problem is NP-complete.

Proof First, we show that the DFNS problem belongs to NP. Suppose we are given a solution
FDF N S(u, g) and an integer k. The size of FDF N S(u, g) can be verified in O(1). Whether
FDF N S(u, g) is a dominating forward node set can be verified in O(n2), where n is the
maximum number of hidden servers of a node. Hence, the total time needed for verification
is in polynomial time.

Now we show the DFNS problem is NP-hard by showing that a well-known NP-complete
problem, the Set Cover (SC) problem [22], is polynomially reducible to the DFNS problem,
i.e., SC ≤p DFNS.

The definition of the SC Problem is as follows:
Set Cover: Given U = {u1, . . . , un} , S = {S1, . . . , Sm} , Si ⊆ U (i = 1, . . . , m), and

∪Si ∈S Si = U , a subset S′ ⊆ S is a set cover ofU if ∪Si ∈S′ Si = U .

Set Cover problem (decision version): Given an positive integer k′, U = {u1, . . . , un} ,

S = {S1, . . . , Sm} , Si ⊆ U (i = 1, . . . , m) and ∪Si ∈S Si = U , determines whether there is a
set cover S′ ⊆ S with size k′ such that ∪Si ∈S′ Si = U .

With the help of T ′ = {
T ′

1, . . . , T ′
m

}
, (∪T ′

i ∈V ′T ′
i ) ∩ U = �, the reduction function f

converts U, S and k′ of SC problem to H, C and k of DFNS problem as follows, where
k = k′,

H = {h1, h2, . . . , hn} = {u1, u2, . . . , un} = U,

C = {C1, C2, . . . , Cm} = {S1 ∪ T ′
1, S2 ∪ T ′

2, . . . , Sm ∪ T ′
m}.

Clearly, f can be performed in polynomial time as H and C can be obtained in O(n)

time.
Then we show that f is a reduction function: a DFNS of size k can be found in (H, C) if

and only if U has a set cover of size k′.
We first show that if U has a set cover of size k′, (H, C) must have a DFNS of size k.

Assume that S′ is a set cover of U with size k′, and V = {i |Si∈S′}, then,

⋃

i∈V

Ci =
⋃

i∈V

(Si ∪ S′
i ) =

(
⋃

i∈V

Si

)

∪
(

⋃

i∈V

S′
i

)

⊇
⋃

i∈V

Si = U = H.

Hence, C ′ = {Ci |i ∈ V } is a DFNS of (H, C). Moreover, its size is k = k′.
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Conversely, if (H, C) has a DFNS of size k, U must have a set cover of size k′. Assume
that C ′ is a DFNS of size k and V ′ = {i |Ci ∈ C ′}, then we have:

U = H =
(

⋃

i∈V ′
Ci

)

∩ H =
(

⋃

i∈V ′
(Si ∪ S′

i )

)

∩ H

=
((

⋃

i∈V ′
Si

)

∩ H

)

∪
((

⋃

i∈V ′
Si

′
)

∩ H

)

=
((

⋃

i∈V ′
Si

)

∩ U

)

∪
((

⋃

i∈V ′
Si

′
)

∩ U

)

=
(

⋃

i∈V ′
Si ∩ U

)

∪ �

=
(

⋃

i∈V ′
Si

)

∩ U

As such, we have
⋃

i∈V ′
Si ⊇ U (1)

According to the definition of SC problem, we have
⋃

i∈V ′
Si ⊆

⋃

i∈{1,...,m)

Si = U (2)

Combining Eqs. (1) and (2), we get
⋃

i∈V ′
Si = U.

Thus, S′ = {Si |i ∈ V ′} is a set cover of U , and its size is k′ = k.
Therefore, the DFNS problem is NP-Complete. 
�

Since that DFNS is an NP-complete problem, the following greedy heuristics is proposed
in FNMGSDP to select a dominating forward node set FDF N S(u, g) from H, C , and F .

Algorithm Greedy Minimum DFNS Algorithm

1. Let FDF N S(u, g) = � (empty set), HRC (u, g) = �.
2. Find node f0 among F(u, g) with the maximum |(H f (u, f0, g) ∩ HT C (u, g))\

HRC (u, g)|. In case of a tie, select f0 with maximum |H f (u, f0, g) ∩ HT C (u, g)|.
In case of a new tie, select f0 with smallest ID.

3. FDF N S(u, g) = FDF N S(u, g) + f0, F(u, g) = F(u, g) − f0,
4. HRC (u, g) = HRC (u, g) ∪ H f (u, f0, g). If HRC (u, g) ⊇ HT C (u, g), exit; Otherwise,

go to Step 2.

Corollary 1 The approximation ratio of the greedy Minimum DFNS algorithm for DFNS
problem is ln|H | + 1 (|H | means the size of set H).
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Proof The approximation ratio of the similar greedy heuristics for SC problem is ln|H | + 1
[22].

Since DFNS problem is intrinsically a SC problem, the approximation ratio of our algo-
rithm for DFNS problem is also ln|H | + 1. 
�
3.3 Service Request Forwarding Algorithm in FNMGSDP

When receiving a new service request packet, each node that knows about some matched ser-
vices should respond with a service reply packet. Otherwise, it forwards the service request
packet if either of the following two conditions is matched:

• The receiver-number field of the packet’s receiver-list field is 0.
• The receiver-number field of the packet’s receiver-list field is greater than 0 and the

current node is in the receiver-list field.

If the current node determines to forward the service request packet, it will perform the
following algorithm.

Algorithm Service Request Packet Forwarding

1. Determines the set of coverage-needed hidden servers using Eq. (3).
2. Calls the greedy Minimum DFNS algorithm to obtain a dominating forward node set

FDF N S(u, g) from HT C (u, g), F(u, g), and {H f (u, f0, g)| f0 ∈ F(u, g)}.
3. Encloses nodes in FDF N S(u, g) into the service request packet’s receiver-list compound

field, and set the receiver-number sub-field of the receiver-list field to the number of
nodes in FDF N S(u, g).

4. Decreases the remain-hop field by 1.
5. Sends out the service request packet in broadcast mode.

HT C (u, g) =
⋃

s∈C(u,g)\CR(u,g)

Hc(u, s, g) − R(t) ∪ {c, t, u} ∪ C(u, g)

−
⋃

s∈(R(t)∪{c,t,u})∩C(u,g)

Hc(u, s, g) (3)

3.4 Determining the Set of Coverage-Needed Hidden Servers

In the service request packet forwarding algorithm used in FNMGSDP, the set of HT C (u, g)

is determined according to Eq. (3). The correctness of excluding R(t) ∪ {t, u} ∪ C(u, g) and⋃
s∈(R(t)∪{t,u})∩C(u, g) Hc(u, s, g) from HT C (u, g) when making request packet forwarding

decisions is shown in the following Lemmas 1 and 2 and Theorem 2. They are based on the
assumption that packet transmissions are error free.

Lemma 1 R(t) ∪ {c, t, u} ∪ C(u, g) can be removed from HT C (u, g).

Proof It will be proved by showing that for each node w ∈ R(t) ∪ {c, t, u} ∪ C(u, g), w

can be excluded from HT C (u, g). There are three cases:

• If w ∈ {c, t, u}, then w has received the request packet no matter w is c, t or u. Hence,
w has already been covered by the SDP session. In other words, it has already been
extendedly-covered by the SDP session. Therefore, w can be excluded from HT C (u, g).
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• If w ∈ R(t), then w is another valid receiver of the current request packet. Thus, w must
be able to receive the packet also. Hence, w can be covered by the SDP session. Hence,
w can be excluded from HT C (u, g).

• If w ∈ C(u, g) − R(t) − {c, t, u}, then since w ∈ C(u, g), there must be a entry corre-
sponding to node w in node u’s SIC. Thus, w is extendedly-covered by the current SDP
session. Hence, w can be excluded from HT C (u, g).

Hence, the lemma follows. 
�
Lemma 2

⋃

s∈(R(t)∪{c,t,u})∩C(u, g)
Hc(u, s, g) can be removed from HT C (u, g).

Proof It will be proved by showing that for each node w ∈ (R(t) ∪ {c, t, u}) ∩
C(u, g), HC (u, w, g) can be excluded from HT C (u, g).

Since w ∈ (R(t) ∪ {c, t, u}) ∩ C(u, g), w ∈ R(t) ∪ {c, t, u} and w ∈ C(u, g).

• Since w ∈ R(t)∪{c, t, u}, w must be able to receive a request packet of the SDP session.
• Since w ∈ C(u, g), then for each w, there is a corresponding entry in the current node

u’s SIC. Hence, all hidden servers in Hc(u, w, g) have already been extendedly-covered
by the current SDP session. Thus, they can be removed from HT C (u, g).

Hence, the lemma follows. 
�
Theorem 2 The set of coverage-needed hidden servers of current node u can be expressed
as:

HT C (u, g) =
⋃

s∈C(u,g)\CR(u,g)

Hc(u, s, g) − R(t) ∪ {c, t, u} ∪ C(u, g)

−
⋃

s∈(R(t)∪{c,t,u})∩C(u,g)

Hc(u, s, g)

Proof The set of all hidden servers seen by the current node u is HAL L (u, g). However,
considering the hop limit of service request packets, Far Candidate Nodes in CR(u, g) are
unreachable for the request packet from the current node u. Thus, the set of hidden servers
that could be virtually-covered by the current node u can be expressed as:

HCC (u, g) =
⋃

s∈C(u,g)\CR(u,g)

Hc(u, s, g).

Additionally, some hidden servers can be removed.

• According to Lemma 1, R(t) ∪ {c, t, u} ∪ S(u, g) can be removed.
• According to Lemma 2,

⋃
s∈(R(t)∪{c,t,u})∩C(u,g) Hc(u, s, g) can be removed.

Thus, the expression of HT C (u, g) can be obtained easily as shown in this theorem. 
�
In FNMGSDP, the size of dominating forward node set is minimized. Hence, this scheme

is called as FNM (Forward Node Minimization). Correspondingly, the protocol is called
as FNMGSDP (Forward Node Minimization enhanced Group-based Service Discovery
Protocol).

FNMGSDP tries to reduce request packet overhead at the expense of computation com-
plexity. But considering that packet transmission consumes the main part of power consump-
tion of wireless nodes, and power energy is more critical than computing resource and memory
resource, the approach of FNMGSDP to enhance protocol performance is acceptable.
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Table 2 Forward node selection process of nodes A and C

Process Selection process of node A Selection process of node C

u, c, t, R(t) u = A, c = A, t = A, R(t) = {A} u = C, c = A, t = A, R(t) = {C}
S(u) S(A) = {B, C, H, K , N } S(C) = {A, B, F, K }
C(u, g) C(A, g) = {B, C, H, K , N } C(C, g) = {B, F, K }
CR(u, g) CR(A, g) = {} CR(C, g) = {B, F}

F(u, g)

f (A, B) = B, f (A, C) = C,

f (A, H) = D, f (A, K ) = C,

f (A, N ) = B
f (C, B) = A, f (C, F) = E, f (C, K ) = K

C f (u, f0, g)

C f (A, C, g) = {s|s ∈ C(A, g),

f (A, s) = C}{C, K }
C f (A, B, g) = {s|s ∈ C(A, g),

f (A, s) = B} = {B, N }

C f (C, A, g) = {s|s ∈ C(C, g),

f (C, s) = A} = {B}
C f (C, E, g) = {s|s ∈ C(C, g),

f (C, s) = E} = {F}
C f (C, K , g) = {s|s ∈ C(C, g),

f (C, s) = K } = {K }
F(u, g) F(A, g) = {B, C} F(C, g) = {A, E, K }

Hc(u, s, g)

Hc(A, B, g) = {A},
Hc(A, C, g) = {A},
Hc(A, N , g) = {A},
Hc(A, H, g) = {A, J },
Hc(A, K , g) = {A, J }

Hc(C, B, g) = {A},
Hc(C, F, g) = {G},
Hc(C, K , g) = {A, J },

H f (u, f0, g)

H f (A, B, g) = {A},
H f (A, C, g) = ⋃

s∈C f (A,C,g)

Hc(A, s, g)

= {A} ∪ {A, J } = {A, J }

H f (C, A, g) = {B},
H f (C, E, g) = {F},
H f (C, K , g) = {K },

HT C (u, g) HT C (A, g) = {J } HT C (C, g) = {J }
FDF N S(u, g) FDF N S(A, g) = {C} FDF N S(C, g) = {K }
Request packet {A, “a_3”, C, 1} {A, “a_3”, K , 0}

3.5 Example of Spreading Process a Service Discovery Session in FNMGSDP

Detailed spreading process of the service discovery session in Fig. 5 where FNMGSDP is
used is shown in Table 2.

Since that no local services match the request, node A selects its forward nodes follow-
ing the process shown in the second column in Table 2. At last, only one forward node
C is selected. Correspondingly, the request packet with content {A, “a_3”, C, 1} is sent in
broadcast mode.

Similarly, when receiving the service request packet sent by node A, node C selects its
forward nodes following the process as shown in the third column in Table 2. Hence, only
one forward node K is selected and the request packet with content {A, “a_3”, K , 0} is sent
in broadcast mode.

When receiving the service request packet sent by node C , Node K finds from its SIC
that node J provides a service that matches the request. Hence, node H sends out a service
reply packet which will arrive at the source node A along the path K-C-A.

HT C (A, g) and HT C (C, g) are obtained individually as follows:

HT C (A, g) =
⋃

s∈C(u,g)\CR(u,g)

Hc(u, s, g) − R(t) ∪ {c, t, u} ∪ C(u, g)

−
⋃

s∈(R(t)∪{c,t,u})∩C(u,g)

Hc(u, s, g)
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=
⋃

s∈C(A,g)\CR(A,g)

Hc(A, s, g) − {A} ∪ {A, A, A} ∪ C(A, g)

−
⋃

s∈({A}∪{A,A,A})∩C(A,g)

Hc(A, s, g)

=
⋃

s∈{B,C,H,K ,N }
Hc(A, s, g) − {A} ∪ {A, A, A} ∪ {B, C, H, K , N }

−
⋃

s∈({A}∪{A,A,A})∩{B,C,H,K ,N }
Hc(A, s, g)

= {A, J } − {A, B, C, H, K , N } − {} = {J }
HT C (C, g) =

⋃

s∈C(u,g)\CR(u,g)

Hc(u, s, g) − R(t) ∪ {c, t, u} ∪ C(u, g)

−
⋃

s∈(R(t)∪{c,t,u})∩C(u,g)

Hc(u, s, g)

=
⋃

s∈C(C,g)\CR(C,g)

Hc(C, s, g) − {C} ∪ {A, A, C} ∪ C(C, g)

−
⋃

s∈({C}∪{A,A,C})∩C(C,g)

Hc(C, s, g)

=
⋃

s∈{K }
Hc(C, s, g) − {C} ∪ {A, A, C} ∪ {B, F, K }

−
⋃

s∈({C}∪{A,A,C})∩{B,F,K }
Hc(C, s, g)

= {A, J } − {A, B, C, F, K } − {} = {J }

4 Performance Simulations

4.1 Select Service Discovery Protocols to Be Tested

To verify the effectivity of the improvements made in FNMGSDP, FNMGSDP and its
predecessors GSD, PCPGSD, CNPGSDP are all included in our comparative simulation stud-
ies. Additionally, flood is used as the benchmark of our simulation analysis. Besides above
selected schemes, a theoretically optimized scheme that searching the network using the
breadth-first scheme is used to show the most ideal performance of service discovery proto-
cols. This optimized scheme is designated as IDEAL in the following text. Thus, the schemes
examined in our simulation study are: IDEAL, FLOOD, GSD, PCPGSD, CNPGSDP, and
FNMGSDP.

4.2 Performance Metrics

The performance metrics considered in our simulations include: (1) number of service dis-
covery packets, which is averaged over all service discovery sessions except for self matched
sessions where matched services are found in the client’s local cache. This metric is the sum
of the following two metrics; (2) number of request packets, which is also averaged over
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Table 3 Basic parameters Parameters Value

Scenario 1,000 × 1,000 m

Node number 100

Simulation time 1,000 s

Wireless bandwidth 1(Mbps)

SDP session number 100

Service advertisement interval 20 (s)

Valid time of SIC item 21 (s)

Number of servers 50

Maximum hop of advertisement packets 2

Number of service group 2

Number of service info in each group 5

Maximum hop of request packets 3

Node speed max 10 (m/s)

Node speed min 0 (m/s)

RWP pause time(s) 100 (s)

all service discovery sessions; (3) number of reply packets, which is also averaged over all
service discovery sessions; (4) percent of succeeded service discovery sessions, which reflects
the effectiveness of service discovery protocols; (5) Response time, which is the interval
between the arrival of the first reply packet and the origination of the corresponding request
packet. This metric is averaged over all succeeded but not self-matched SDP sessions. It
measures the promptness of service discovery protocols.

The enhancements of FNMGSDP over its predecessors can be best understood by study-
ing the number of candidate nodes of different categories, such as Far Candidate Nodes,
Internal Candidate nodes, External Candidate nodes, etc. Hence, the corresponding data are
also collected and shown in the following text.

4.3 Simulation Settings

Simulation studies are performed using GloMoSim [23]. The DCF (Distributed Coordination
Function) of IEEE 802.11 is used as the underlying MAC protocol. Random waypoint model
is used as the mobility model. In this model, nodes move towards their destinations with a
randomly selected constant speed V . When reaching its destination, a node keeps static for
a random period TP . When the period expires, the node randomly selects a new destination
and moves to the new destination with a new speed. The process will repeat permanently. In
our simulations, TP is fixed at 0.

Some basic parameters used in all these simulations are shown in Table 3. At the beginning
of each simulation, 100 nodes are randomly distributed in the scenario, and a predetermined
number of nodes are randomly selected as servers which provide randomly selected services.
During each simulation, 100 SDP sessions are started at randomly selected time by randomly
selected clients. For each simulation experiment, 50 simulations were performed. Simulation
results shown in the following section are all averaged over 50 simulations. Error bars in all
the following figures report 95% confidence.
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4.4 Simulation Results

4.4.1 Effects of Radio Range

To inspect the effect of radio range on protocol performances, three simulation sets are
performed. The radio ranges in these simulation sets are set to 100, 150, and 200 m, respec-
tively. The results are shown in Fig. 6.

Under different radio range, FNMGSDP has the lowest service discovery packet overhead
(Fig. 6a). When radio range is 200m, average numbers of service discovery packets for each
service discovery session for GSD, PCPGSD, CNPGSDP, and FNMGSDP are about 64,
20, 14, and 9, respectively. FNMGSDP’s lowest service discovery packet overhead mainly
resulted from its least request packet overhead (Fig. 6b), which makes up the main body
of service discovery packets. RNMGSDP is not the protocol that has the least reply packet
overhead (Fig. 6c). However, since that reply packets are quite fewer than request pack-
ets, service discovery packets in FNMGSDP are still fewer than other protocols. There are
no distinctive differences between FNMGSDP and its predecessors in terms of percent of
succeeded service discovery sessions (Fig. 6d). Service discovery response in FNMGSDP
is quicker than other protocols except for IDEAL as shown in Fig. 6e. This is due to the
service advertisement packet spreading operation, which leads to the situation that all nodes
in a server’s d-hop neighbor set can see the services provided by the server. Thus, a service
request will be matched in fewer hops. In our implementation, packet transmission time is
not simulated in IDEAL, hence response time of IDEAL is 0s.

The superiority of FNMGSDP over its predecessors can be better explained by the num-
bers of candidate nodes of different categories, as shown in Fig. 6f. In this figure, the curve
designated as “Candidate” represents the average number of candidate nodes of a node when
forwarding a service request packet. The curves designated as “FarCandidate”, “IntCandi-
date”, “ExtCandidate” represents the average number of far candidate nodes, internal candi-
date nodes, and external candidate nodes, respectively. The curve designated as “Forward”
represents the average number of forward nodes selected by a node when forwarding service
request packets. The curve designated as “DFNSNode” represents the number of DFNS-
Nodes selected by FNMGSDP protocol. As radio range increases, the number of candidate
nodes and external candidate nodes increase correspondingly. When radio range is 200 m, the
number of candidate nodes, far candidate nodes, internal candidate nodes, external candidate
nodes, forward nodes, and DFNS nodes are 18.51, 3.2, 2.7, 12.6, 7.0, and 2.2, respectively.

4.4.2 Effects of Maximum Hop of Service Advertisement Packets

To inspect the effect of maximum hop of service advertisement packets on protocol per-
formances, four additional simulation sets are performed. The maximum hop of service
advertisement packet in the simulation sets are set to 1, 2, 3, and 4, respectively. In all these
simulations, radio range is fixed to 150 m. The results are shown in Fig. 7.

Figure 7b shows that, as maximum hop that service advertisement packets can travel
increases, service request packet overhead of GSD increase sharply, while in other GSD
based protocols especially FNMGSDP, this metric drops down. This is easy to explain.
As the maximum hop increases, service description of each service tends to be cached at
more nodes. Hence, when forwarding service request packets, more candidate nodes will be
found. Since that, In GSD, a request packet will be sent to each candidate node, the number
of request packets will increase greatly. However, in other GSD-based protocols, BSU is
used to substitute one request packet for these unicast packets in GSD, which eliminates the
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Fig. 6 Effects of radio range. a number of service discovery packets per session; b number of service request
packets per session; c number of service reply packets per session; d percent of succeeded service discovery
sessions; e response time; f number of candidate nodes of different categories

negative effect of more candidate nodes. Along with other effective schemes, the request
packet overhead in FNMGSDP decreases greatly. The result in Fig. 7e confirms the expla-
nation. As the maximum hop of service advertisement packets increases, the number of
candidate nodes and far candidate nodes increase sharply. When maximum hop is 4, the
number of candidate nodes, far candidate nodes, internal candidate nodes, external candidate
nodes, forward nodes, and DFNS nodes are 21, 11.7, 1.9, 7.3, 3.4, and 1.5, respectively. Since
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Fig. 7 Effects of maximum hop of service advertisement packets. a number of service discovery packets per
session b number of service request packets per session; c number of service reply packets per session; d
percent of succeeded service discovery sessions; e response time; f number of candidate nodes of different
categories

that service request packets make up a high ratio in service discovery packets, the curves of
service discovery packet overhead in Fig. 7a show similar trend as those in Fig. 7b. Service
advertisement packet is not used in IDEAL and FLOOD, hence it has no effect on them.

Percent of succeeded SDP sessions in the group-based protocols are higher than IDEAL,
this is because that service advertisement packets spreads service information in the network.
This is to say, the service description of a service may be cached by some other nodes, and
these nodes can also respond to service requests, which is the so called server-manifold-effect
in Reference [11].
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Fig. 8 Effects of (group, info) configuration. a number of service discovery packets per session; b number
of service request packets per session; c number of service reply packets per session; d percent of succeeded
service discovery sessions; e response time; f number of candidate nodes of different categories

4.4.3 Effects of (Group, Info) Configuration

To inspect the effect of (group, info) configuration on protocol performance, five additional
simulation sets are performed. The two numbers in (group, info) represent group number
and service number in each group, respectively. The (group, info) configuration in these
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simulation experiments are set to (1, 10), (2, 5), (3, 3), (5, 2), and (10, 1), respectively. In all
these simulations, radio range is fixed to 100 m. Experiment results are shown in Fig. 8.

As group number increases and service number in each group decreases, the guiding
effect of the group information when forwarding service request packets becoming dimin-
ished. There will be more cases that there are no candidate nodes. Hence, more request
packets will be forwarded in FLOOD mode. As a result, the group-based protocols are
degraded to FLOOD schemes, which is confirmed by results in Fig. 8a, b. With the help of
server-manifold-effect, the group-based protocols outperform FLOOD. Averaged number of
service reply packets in GSD is only about 0.4, which is much smaller than those of other
group-based protocols, as shown in Fig. 8c. Hence, the percent of succeeded SDP sessions
in GSD is lower than those of other group-based protocols, as shown in Fig. 8d.

In a summary, simulation results show the superiority of FNMGSDP, and the schemes
made to FNMGSDP are efficient in reducing service request packets.

5 Conclusions

In this paper, FNMGSDP is proposed to improve CNPGSDP protocol. FNMGSDP mini-
mizes the number of forward nodes when forward request packets by making full use of
the information in SIC. Simulation results showed the efficiency of FNMGSDP. Although
FNMGSDP requires a little more computation ability, but considering that packet transmis-
sion consumes the main part of power consumption of wireless nodes, and power energy is
more critical than computing resource and memory resource, FNMGSDP is more preferable
than its predecessors.

In the current design, the number of forward nodes of a service request packet is mini-
mized by using a greedy heuristic algorithm. However, if the number of forward nodes is 0,
the service request packet will be broadcasted to all neighbors. The spreading of broadcasted
service request packets leads to much packet overhead. We are studying new efficient algo-
rithms to resolve this problem. Additionally, nodes that receive reply packets only forward
the packets further, not taking full advantage of the service information in these packets. We
suspect that service discovery can benefit a lot from the service information in reply packets.
We are investigating a new version service discovery protocol that makes use of the service
information in reply packets. Study on adaptive service information cache algorithms is also
planed.
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